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Abstract 

 

Power system reliability is the overall objective in power system design and operation. It 

includes two main aspects: adequacy and security. During the last decades, outages and 

blackout emerged more and more frequently which affected the normal consumption of 

consumers. In order to meet the increase the power system security, a self-healing grid is 

needed to monitor and response to the change within the whole network in time. Smart 

islanding is considered as an effective way to prevent small outages in the system from 

propagating into big blackout.  

In this paper, two common methods used to find the islands are introduced and the formation 

of islands was conducted by a C++ minimal cutset algorithm based program which was 

implemented on the platform of Dev cpp in the simulation part, moreover the proposed 

approach was applied to a Nordic 32-bus test system and was used to save the network from 

voltage collapse. On the other hand, since the large amounts of sustainable resources are 

being widely used by taking into account of the ever-increasing load demand throughout the 

world, people are exploring new resources to replace the existing non-renewable resources. 

As one of the renewable energy, wind power, draws peopleôs attentions more and more. 

Renewable resource generation connected to the existing network will incur plenty of 

problems which will decrease the power system reliability. The wind energy injection will 

probably induce transmission overloaded problem which reduce the power system adequacy. 

It is critical to allocate the wind energy optimally. In order to find good locations to set up 

large-scale wind power projects, a Weighted Transmission Loading Relief (WTLR) / Equal 

Transmission Loading Relief (ETLR) sensitivity was introduced in this work to help find the 

positions of injecting the wind power so that the increasingly load demand can be satisfied as 

well as reduce the contingency overloads within the system to enhance the power system 

reliability. 

Keywords:  Smart islanding, self-healing grid, power system security, minimal  cutset, a 

C++ minimal cutset algorithm program, renewable energy, power system reliability, 

large-scale wind power projects, WTLR /ETLR sensitivity 
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Chapter 1 

Introduction  

 

 

 

 

In this chapter, a general description of the emergence of smart grid that meet the increasing 

growth rate of load demand and consumerôs requirement is provided. Due to the fact that 

outages and blackouts occurred more frequently during the latest years, the need for an 

intelligent strategy to control the electricity network is emphasized by more people 

throughout the world. In addition, one important issue, optimal allocation of wind energy, 

which is related to the connection of renewable resource to the existing network, is 

introduced. Finally, the framework of this thesis is pointed out.    

1.1 Self-healing grid: Smart islanding 

          The statistic report from the North American Electric Reliability Council (NERC) and 

analyses from the Electric Power Research Institute (EPRI) tell us such a fact that average 

outages from 1984 to now have affected approximately 700,000 customers per event 

annually. Outages and large blackout occurred more and more frequently than before during 

the last 40 year which spotlighted our requirement to realize the complex phenomena related 

to power systems and the development of emergency controls and restoration. The statistic of 

outages occurred during 2001-2005 in North America can be seen in Figure 1.1[1]  : 

 

Figure 1.1:   Historical analysis of U.S. outages (1991-2005)
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          In the past 30 years, the information and communication technology has undergone 

enormous changes, but the aging America network does not keep up with the pace of 

technological evaluation. The consumers proposed higher standards for the power supply 

requirements than before, national security, various environmental protection policies also 

asked for a power grid with higher standard construction and management level [66]. The 

2003 Canada-U.S.A blackout is a motivation for the American electric power industry to 

decide to create a robust grid which is safe and reliable, cost-effective, clean and 

environmentally friendly, transparent and open, that is, the smart grid.  

           Actually, the situation in America is not particular. The big blackout around the world 

in recent years which are explicated in [3] [4] [5] highlight the requirement for such a self-

healing system with the function of adaptive protection which can minimize the impact on the 

whole system performance when there is an emergence of contingency. The critical step of 

creating a self-healing grid, itôs to build a processor into each component of a substation. It 

means that each component in the network, namely the breaker, switch, transformer, busbar, 

so on, needs to be armed with a processor so that the devices can communicate with each 

other. Thus, the infrastructure of the system will be changed. The transmission line must be 

accompanied with a parallel information line. The information on device parameters and 

device status and analog measurements is recorded in the processors. Once such system is 

built up, the updated data will be reported to the central control computers immediately 

instead of waiting for the database generated by central control personnel. The system will 

therefore be more sensitive to the rapid changes within the system. The emergence of smart 

grid provides the possibility for the operators to monitor the system and optimize the 

mitigation scheme.  

           In fact, there are a lot of preventive ways can be applied to avoid total voltage collapse. 

In smart grid, the self-healing function can be carried out very well by the smart islanding 

approach which has the main goal of splitting the whole system into isolated óislandsô when 

there are failures occurred somewhere within the system. After the formation of the óislandsô, 

each of which must then be self-sustaining. The components in each island act as independent 

agents with the intelligent distribution. It is capable of reorganizing themselves and makes 

best use of available local resources to remove the failure that occurs within the network until 

they are able to reconnect to the network. A network of local controllers can act as a parallel, 

distributed computer, communicating via microwaves, optical cables, or the power lines 

themselves, and intelligently limiting their messages to only that information necessary to 

achieve global optimization and facilitate recovery after failure [6] . 

          Generally speaking, smart islanding is a corrective control strategy that separates the 

system into self-sustaining islands after contingency. There are two methods that are 

commonly used to form the islands, as slow coherency method and minimal cutset method. 

The formation of the islands can be beneficial since it can keep the rest system work normally 

which prevents the small outages from evolving into big blackout. The emergence of the self-

healing grid changes the present network into a more robust interactive electric network. This 

is of great significance for the optimization of allocation of resources as well as increasing the 

efficiency and reliability of power system. Besides, some new technologiesô research and 

development, for instance, wind power, solar power, electric vehicles produces a rapid growth 

demand for the development of Smart Grid technology. By integrating the smart islanding 

method, the present grid can be transformed into an intelligent self-healing system enhance 

power system security and reliability [7] [8] [9] . 
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1.2   Big wind generation project:  One trend of the generation 

development 
          Energy and environment is the impending problem that should be solved for the 

survival and development of human beings. Due to the depleting of fossil fuels, people 

highlight the use of sustainable resources which push the prosperity of the rapid development 

of environment-friendly products. Wind power, to be one of the renewable resources, has 

many advantages as no green gas emission, widely distributed and high potential development 

which draw peopleôs attention more and more. With the scientific and technological progress, 

electric power generation technology, especially wind power generation technology, has made 

great advances and steps into maturity by and by. This gives us the opportunity to replay the 

present generations with the wind generation and connect it into the existing grid  

          From the year 2009 statistic report of the World Wind Energy Association (WWEA), 

we get to know that all wind turbines installed by the end of 2009 worldwide are generating 

340 TWh annum which is the total electricity demand of Italy, the seventh largest economy of 

the world, and equals to 2 % of global electricity consumption. The trend of the augmentation 

of wind generation worldwide can be seen in Fig 1.2 [10] [11] : 

 

Figure 1.2:  The wind generation capacity worldwide per year from 2001 to 2010
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            Figure 1.2 shows that the increase of wind generation is over 30% per year with the 

highest growth-rate in year 2010. In virtue of the rapid development of the world wind 

generation, more and more wind farms are being set up to meet the local demand and mitigate 

the burden of transmission instead of long line transmission [12] [13] . [13] This results in the 

issue of large-scale integration of wind power generation into the present system. To be 

different from the small wind generation farm, the large wind farms are usually connected 

into the power grid directly. Hence, more requirements are brought out as the transient 

stability; recover ability from accidents, frequency and voltage control as well as automatic 

dispatch [14] . 

           New injections would have an impact on the other transmission lines which results in 

the problem of contingency overload.  As we know, the transmission overload will  decrease 

the adequacy of the transmission line which is just one important factor for system reliability. 

In order to meet the reliability requirement as well as satisfying the increasing load demand 

by using wind generation. The integration of wind projects should be planned by 

consideration of problems: 

1)  The determination of locations of the wind project. 

2)  The size of the wind project and the strength of the wind output across time. 

3) The different injections that incur the overloaded branches which is required to be 

expanded. 

          According to the recommendation of North American Electric Reliability Council, the 

system should be designed and operated to withstand N-1 and N-2 contingencies namely 

indentifying weak transmission branches by simulating forced transmission and generation 

outages and develop a metric to assess the weakness of each existing transmission branch. In 

order to satisfy these requirements, the Weighted Transmission Loading Relief (WTLR)/ 

Equal Transmission Loading Relief (ETLR) sensitivity methodology is used to evaluate the 

new wind generationsô effect on the system [15] .The WTLR means 1 MW new injection at 

the specific bus will reduce 0.5 MW contingency overload in transmission branches if we get 

a WTLR of 0.5 at that bus while the Equal Transmission Loading Relief (ETLR) signifies the 

total expected MW contingency overload reduction, in all transmission lines and under all 

contingencies, if 1 MW is injected at that prescribed bus. Positive ETLR and WTLR 

sensitivities show that new injection will tend to increase overloads and reduce overall system 

security and vice verse [16] . The method gives us the insights into the exploration of the 

influence of new injections on the whole system. More details of ETLR/WTLR methodology 

will be depicted in Chapter 2. 

          This thesis describes work on finding methods to improve power system security. The 

work includes two parts: the optimal connection of wind power in transmission grids using 

sensitivity method as well as development of preventive way, namely controlled partition or 

called smart islanding method, for power system blackouts. The main goal of this work is 

firstly on a simulation of determining the optimal locations of wind generation project. 

Several scenarios are set up to show the results. As we know, more generations on buses will 

probably incur the contingency overload. The problem was assumed to be solved by using the 

WTLR/ETLR sensitivity method. A study case which is based on Nordic 32 test system is 



Chapter 1  Introduction 

  
Page 5 

 
  

presented to demonstrate the availability of the sensitivity methodology under the help of 

Powerworld Simulator Software package. Thereafter, more work is done by implementing the 

smart islanding approach into the same test system by using the Powerworld software. As a 

self-healing grid, smart islanding should be able to prevent the small outages from evolving 

into big blackouts and keep the rest part work normally. The method of forming the óislandsô 

was demonstrated by a C++ minimal cutset algorithm based program. Finally, a case study of 

applying smart islanding to prevent blackout is demonstrated and presented at last by using 

Powerworld software as well.  

1.3    Thesis outline 

          Chapter 2 introduces three important concepts related to the power system operation 

issues which are power system stability, security and reliability. The power system reliability 

includes two aspects: security and adequacy. A reliable system could sometimes be insecure. 

In other words, it could be also operated in the emergency state or went to insecure condition 

when it is subjected to a certain disturbance and a stable system can also be insecure when we 

compared it with another system. The criteria of system reliability and security are enacted by 

different organizations according to different situations. It is the standards for the electrical 

engineers to design the network which is presented in this chapter. Moreover, the concept of 

power system stability and the interconnection among these three concepts are presented at 

last. 

          In Chapter 3, one issue involved in meeting the continuous grow-up of load demand is 

introduced. A WTLR/ETLR sensitivity method is utilized to determine the good locations to 

set up wind farms which can satisfy the load increase as well as mitigate the contingency 

overload. A case study of Nordic 32 system is presented to see the impact of the new injection 

on the whole system. Several scenarios are presented to demonstrate the practicability of this 

new methodology. In this section, Powerworld Simulator is used to carry out the simulations 

and represent the results graphically. 

          In Chapter 4, several common methods that are used to find the weak connected areas 

during the implement of smart islanding are introduced, moreover, a C++ minimal cutset 

algorithm based program is presented to show the results and the process of finding the 

ñislandsò along with the codes are explicated as well, whatôs more, a study case of using 

smart islanding approach to protect the power system is shown under the help of Powerworld 

simulator. 

          Main conclusions drawn from this work are summarized in Chapter 5 and different 

directions of future researches are also given in this Chapter. 
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Chapter 2 

 

 

Power System Security and Reliability  

 

 

 

Power system reliability is the general purpose in the power system design and operation. If 

the system is considered to be reliable, it must be secure most of the time while power system 

stability belongs to one aspect of power system secure. To be secure, the system have to be 

stable, however, more considerations should be done on the preventions of contingencies 

which are not included in the stability problems. Thus, it is critical to understand these 

concepts and interconnections among them and construct power system correspond to 

standards and criteria which are derived from these concepts to enhance the reliability of the 

system as well as satisfy the requirement of the customers. 

2.1 Power System Security  

2.1.1 Power system operation security  

         With the increasing electric power demand, electric power system are operates closer to 

its stability limit [17] , the operation of power system becomes more complicated and will 

become less secure. Whatôs more, as a result of restructuring, the problem of power system 

security has become one overriding factor in the operation of the electric power system in 

deregulated power industry [18] . As it is defined in North American Electric Reliability 

Corporation (NERC) (1997), the term óSecurityô has the meaning of the ability of the electric 

systems to withstand sudden disturbances such as electric short-circuits or unanticipated loss 

of system element, without affecting delivering power to the customers [19] . The objective of 

security analysis is to enhance the power systemôs ability to run safely and operate 

economically. As described in [20] , it relates to robustness of the system to imminent 

disturbances and, hence, depends on the system operating condition as well as the contingent 

probability of disturbances. 

          As detailed in [21] [[22] , power system is said to be operated in the normal state if the 

following conditions are met: 

1. There is a perfect balance between power generation and load demand; consequently, 

the load flow equations are satisfied. 

2. The frequency  is constant throughout the system. 
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3. The bus  voltage magnitude  is within the prescribed limit, i.e. 

 

4. No power system component is to be overloaded. 

          In the power system, the equipments are usually protected by automatic devices which 

can make the equipments quit the system immediately once it operates out of its limits. The 

event maybe followed by a series of further actions that cause other equipments disconnected 

from the system. This is what we called cascading failures. If this process of cascading 

failures continues, then the system will suffer from blackout which means the whole network 

or most part of it may completely collapse. Thus, it is not sufficient to merely maintain a 

system in the normal operating state. We need to specify a security for each system to 

withstand the disturbance under distinct conditions.           

2.1.2 Security criteria  

          Assuming that we give a set of disturbances to a power system one at a time. If the 

system can also operate in the normal operating state, then the system is said to be secure. In 

practice, all power systems cannot avoid being affected by unpredictable faults and failures 

such as lightning strikes on transmission lines, mechanical failures in power plants, or fires in 

substations. In virtue that this nature phenomenon are unavoidable and happens relatively 

frequently, all power systems should be designated to withstand them without emergency. In 

order to avoid blackouts and wide scale consumer disconnections, the system should be 

operated with a sufficient margin which can be explained in terms of two elements: reserve 

generation and transmission capacity. 

 Reserve generation: Leaving enough reserve generation capacity in case of the loss of 

a generating unit. 

 Transmission capacity: Keeping enough transmission capacity to take up the flow that 

was flowing on the outage line. 

           We also need to know that the system is impossible to be 100% secure since a system 

which can be against all contingencies is obviously incredible. The fundamental principle 

only requires the system to defend against credible contingencies, that are so called óN-1 

contingencyô as well as óN-2 contingencyô. When the system is subjected to disturbance as 

losing any one of its N components and continues to operate normally, it is said to be óóN-1 

secureôô while the óóN-2 secureôô means no consumer would be disconnected even if two 

components were suddenly disconnected [23] . In engineering, the N-1 contingency secure are 

usually a metric for the operators to measure the security of the power system. 

2.1.3 System security function 

          Power system security may be divided into three modes, namely [24] :  

1. Steady state security which is created under the steady state condition of a power 

system. 
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2. Transient security which copes with the transient state of a system when it is subjected 

to a disturbance. 

3. Dynamic security which concerns the system  response of the order of few minutes

          In security evaluation, it is recommendable to find an indicator for each mode of 

security which can be revealed by various decision standards and the so called security 

function is brought out if the indicator is represented by mathematical functions. Usually, the 

security function concerns three major aspects and is carried on in an operations center [28] : 

1. System monitoring. 

2. Contingency analysis. 

3. Security-constrained optimal flow.  

          The continuous updating information on the conditions of the power system is given to 

the operators through system monitoring. Based on this, some quantities such as, voltage, 

currents, power flows, and the status of electric equipments as circuit breakers, and switches 

in every substation in a power system transmission network can be measured and monitored. 

In addition, further information on frequency, generator unit outputs and transformer tap 

positions can be also gathered and transmitted back to the control center. By account of the 

complexity and arduousness of the task, the data will be processed by digital computers and 

then be arranged in a database which gives the chance for the operators to display the 

information on large display monitors. Whatôs more, the computer can also identify the 

overload condition or voltage violations by comparing the incoming information with the 

given limits and remind the operators of reacting in time. In practice, supervisory control 

systems, a system which allow operators to control circuit breakers and disconnect switches 

and transformer taps remotely, are always combined with such systems to create an new kind 

of systems. This is what we called supervisory control and data acquisition SCADA  

system. The SCADA system makes the real time monitoring and correction of overloads or 

out-of-limit voltages available. A simplified structure of SCADA can be seen in Figure 2.1: 

 

Figure 2.1: SCADA system 

        



Chapter 2 Power System Security and Reliability 

 

  
Page 9 

 
  

          Commonly, a SCADA system is composed of three types of communication 

equipment: humanïmachine interface (HMI), master terminal unit (MTU), and the remote 

terminal unit (RTU). The function of each part is explicated in [25] . More pertinent 

information on SCADA is explained at length in [26] [27] . 

         The function of contingency analysis is aimed at dealing with the problems that happens 

within a short duration. Since it occurs so quickly that no operator could take action in time. 

This is often how the cascading failures come out. In order to refrain from this, we need to 

implement the contingency analysis programs into our operation computers to eliminate the 

troubles before they arise as much as possible. The position of contingency analysis in the 

security analysis is shown in Figure 2.2 [28] : 

 

Figure 2.2:  Contingency analysis procedure 

          Actually, the last major function, Security-constrained optimal flow, is generated based 

on the second function. It concludes contingency analysis as well as an optimal power flow 

(OPF) method. With the implement of OPF, we can find the best solution to the optimal 

dispatch generation as well as other adjustment according to the given objective function, so 

that when a security is sun, no contingencies would incur violations [29] . A real case of the 

application of the third security function, Security-constrained optimal flow is presented in 

[30] . 

2.1.4 On-line security analysis 

          The power system security analysis has three main goals as[31] :  

1. Determination of the most probable time of contingency 

2. Prediction of the impact on the whole system 

3. Identification of proper control actions to reduce the risk of failures 
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In reality, the power system security analysis is usually performed according to N-1 

contingency criteria. Some works have already been done on the power system security 

analysis technologies as can be known in [32] [33] .  

          The on-line security analysis and control includes three aspects: monitoring, assessment 

and control. The connection among them can be seen in Figure 2.3:  

 

Figure 2.3:  On-line security analysis framework 

           In step 1, we use real-time system to recognize whether the system is operating 

normally or not. If it is in normal state, then we move to the step 2 in which the system is 

subjected to a series of contingencies to see if it is secure or insecure. When we find the 

system is insecure, we will continue to conduct the step 3 to decide what action could be used 

to make the system in normal state. The execution of remedial action which means use 

appropriate corrective action to bring the system back to its normal state and the last step is 

used to restore service to system loads [34] . 

2.2 Power System Reliability  

2.2.1 The concept of reliability  

           The term óreliabilityô is the ability of the system to pertain secure state when it is 

subjected to a set of contingencies. A more precise definition can be found in [35] , in which 

reliability of a power system refers to the probability of its satisfactory operation over the long 

run. It denotes the ability to supply adequate electric service on a nearly continuous basis, 
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with few interruptions over an extended time period. According to the definition of NERC, 

the reliability is composing of two aspects: security as well as adequacy. On one hand, 

adequacy is the ability of systems to supply energy to their customers with satisfying the load 

demand. On the other hand, security is the ability of the systems to withstand sudden 

disturbances such as short circuit or unanticipated loss of system elements [36] . 

          In fact, the understanding of the reliability from the operatorsô view is that any 

consequence of a credible disturbance that requires a limit. From their eyes, it can also be 

called ósecurityô, if we give more content to redefine it. The redefined ósecurityô can be 

catalogued into three aspects as can be seen in Figure 2.4: 

 

Figure 2.4:  The meaning of security in the eyes of electric power system operators 

           Based on the statements above, it is not difficult to know that the two branches of 

reliability can be then given a new definition as security corresponds to dynamic security 

while adequacy concerns static security. 

2.2.2 Reliability criteria

           To be different from the security criteria, reliability criteria are rules by which the 

performance of a power system with respect to emergence of component failures can be 

judged acceptable or unacceptable. The reliability criteria defined by NERC [37] and used by 

individual North American reliability councils [38] [39] [40] [41] [42] [43] [44] [45] [46]  

gives us a critical standard for system planning and operations. This standard is articulated as 

a higher level of performance is required for disturbances generally having a higher frequency 

of occurrence and it is often embedded in the so-called disturbance-performance criteria, 
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which specify different classes of allowable performance for different classes of disturbances 

[47] . 

2.3 Power System Stability 

           As one aspect of system security, power system stability is the ability of an electric 

power system, for a given initial operating condition, to regain a state of operating 

equilibrium after being subjected to a physical disturbance, with most system variables 

bounded so that practically the entire system remains intact [35] . 

          According to the physical feature of power system instability, the size of disturbance as 

well as by taking into account of time span, process and devices those are included in the 

research of power system stability problem. We can divide the power system as three main 

types which can be seen in Figure 2.5: 

 

Figure 2.5:  Classification of power system stability 

           The classification of system stability into proper categories is beneficial for us to 

indentify critical factors that incur instability and invent philosophies of improving operating 

in normal state. Moreover, it contributes to the proper selection and simplification of devicesô 
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models and analysis technologies so that the reasonable operation mode as well as the control 

strategy of improving system security level can be arranged scientifically [48] . 

2.3.1 Power System Stability Standardization 

       In [49] , the standardization of steady-state stability requirements and transient stability 

requirements are articulated. Based on this, the actual power system stability regulations are 

created. The requirements of stability are listed in Table 2.1 as follow [50] : 

Table 2.1: Power system Stability Requirements 

 

 

Normal Design Contingencies Extreme Contingencies 

Ƚ ȽȽ ȽȽȽ 

             Extreme contingencies 

exceeding its severity normal 

design contingencies. 

Security 

Criterion  
N-1 N-2 N-3 N-k 

Acceptable 

Consequences 

Stable 

operation 

without 

protection 

system 

intervention 

      Stable operation with 

protection system 

intervention 

          Instability is acceptable. 

Power system integrity is 

ensured by protection system 

and operator intervention. 

Normal 

Conditions 

            During design contingencies 
power system stability must be 

maintained for the maximum 

permissible transmitted active power 

added on random power flow 

variations. 

 The maximum permissible 

transmitted active power must 

satisfy the standard stead-state 

stability margin under normal 

conditions 

 The maximum permissible 

transmitted active power must 

not exceed the transient stability 

limits appropriate to all design 

contingencies with due regard to 

protection system intervention 

          During and after extreme 

contingencies protection system 

and operator intervention must 

not lead to cascade outages and 

loss of a significant amount of 

consumption. 
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Post-fault 

Conditions 

      After design contingencies 

 Transmitted active power must 

satisfy the standard steady-state 

stability margin under post-fault 

conditions 

 Transmitted active power must 

satisfy the thermal limit 

 

 

2.3.2 Comparisons of power system stability, security and reliability 

      Power system stability, security and reliability are three aspects that are widely used to 

describe the ability of systems to survive from the unexpected events which can destroy the 

equilibrium state of the operation. They are sometimes related to each other, however, there 

are still some differences among them [35] : 

1. Reliability is the overall objective in power system design and operation. To be 

reliable, the power system must be secure most of the time. To be secure, the system 

must be stable but must also be secure against other contingencies that would not be 

classified as stability problems, for instance, damage to equipment such as an 

explosive failure of a cable, fall of transmission towers due to ice loading or sabotage. 

As well, a system may be stable following a contingency, yet insecure due to post-

fault system conditions resulting in equipment overloads or voltage violations. 

2. System security may be further distinguished from stability in terms of the resulting 

consequences. For example, two systems may both be stable with equal stability 

margins, but one may be relatively more secure because the consequences of 

instability are less severe. 

3. Security and stability are time-varying attributes which can be judged by studying the 

performance of the power system under a particular set of conditions. Reliability, on 

the other hand, is a function of the time-average performance of the power system; it 

can only be judged by consideration of the systemôs behavior over an appreciable 

period of time.  

4. Security and reliability could be considered as the same issue sometimes, however, we 

can also distinguish them by adequacy. But we should not overlook such a fact that 

even the most reliable systems will not avoid to undertake periods of severe insecurity. 

2.4 New technologies for improving system reliability and security 

2.4.1 The improvement of reliability by Smart Grid  

          As has been mentioned in Chapter 1, smart grid is the new product that was generated 

in the 20
th
 century to satisfy the requirement of customers and replace the aging electric grid 

gradually. It has many contributions to the increase of the system reliability as [51] : 
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1. Better situational awareness and operator assistance. 

2. Autonomous control actions to enhance reliability by increasing resiliency against 

component failures and natural disasters, and by eliminating or minimizing frequency 

and magnitude of power outages subject to regulatory policies, operating 

requirements, equipment limitations and customer preferences. Such control actions 

can be more responsive than human operator actions. 

3. Efficiency enhancement by maximizing asset utilization  

4. Resiliency against malicious attacks by virtue of better physical and IT security 

protocols. 

5. Integration of renewable resources including solar, wind, and various types of energy 

storage. Such integration may occur at any location in the grid ranging from the retail 

consumer premises to centralized plants. This will help in addressing environmental 

concerns and offer a genuine path toward global sustainability by adopting ñgreenò 

technologies including electric transportation. 

6. Real-time communication between the consumer and utility so that end-users can 

actively participate and tailor their energy consumption based on individual 

preferences (price, environmental concerns, etc.). 

7. Improved market efficiency through innovative solutions for product types (energy, 

ancillary services, risks, etc.) available to market participants of all types and sizes. 

8. Higher quality of serviceïfree of voltage sags and spikes as well as other disturbances 

and interruptions ï to power an increasingly digital economy.        

2.4.2 The contribution of Distributed Generation (DG) to the system 

security  

          The distributed generation (DG) is defined by CIGRE(International Coucil on Large 

Electric Systems) Working Group 37-23 [52] as a generation not centrally planned by the 

utility, not centrally dispatched, normally smaller than 50-100 MW and usually connected to 

distribution power systems (networks to which customers are connected, typically ranging 

from 230 V/400 V to 145 kV). The increasing demand of DG can be relied on its financial 

value which is discussed in [53] . 

           Presently, there are several renewable resources which are concerned by most of 

people as, wind power, cogeneration, photovoltaic (PV), small hydro and waste/biomass. 

Those resources can all be considered as DGs. Different forms of DGs have been installed in 

Europe and wind energy posses the fastest rates of development with 75GW to be installed in 

Europe in 2010 [54] and still keeps the increasing rate of growth in some countries. The 

explanation of this phenomenon can be quite comprehensive, however, there is no doubt that 

the application of DGs should be due to its economic benefits as well as its contribution to the 

system reliability. 

          As has been articulated in [55] , the large-scale penetration of DG will change the 

power flows in the distribution network. The change in real and reactive power flows caused 

by DG has its meaning in both technical and economic aspects. Besides, DG can increase the 
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power system security by ensuring a frequency control which can be proved by the case of 

wind farms that are asked to contribute to frequency control in Ireland and Denmark. In sum, 

the penetration of DGs will contribute to the enhancement of electric grid security and the 

development of DG technology is far-reaching. 
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Chapter 3    

 

Optimal Allocation of Wind Power in 

Transmission Grids using Sensitivity 

Method 

 

 

 

 

The purpose of this chapter is to show how the WTLR/ETLR sensitivity method is used in 

determination of optimal allocation of wind power. Firstly, some  concepts are introduced, 

which include Aggregate MW Contingency Overload (AMWCO), the aggregate percent 

contingency overload(APCO), Transmission Loading Relief (TLR ), equivalent TLR (ETLR) 

and Weighted Transmission Loading Relief (WTLR), then a case study which is based on 

Nordic 32 test system is presented to demonstrate the results. The Powerworld Simulator is 

used to set up the model and solve the problems of getting the good locations as well as the 

amounts of injection on each location. Finally, several scenarios are studied to see the 

practical value of using sensitivity methodology. The models for different scenarios are also 

set up by the Powerworld Simulator and the results are obtained based on the method 

mentioned above. 

3.1 Introduction   

         Nowadays, two impending problems confine the survival and development of human 

beings, namely energy and environment. In virtue of the increasing depletion of fossil fuel 

and increasing concerns on the global environment from people all over the world, 

governments and international organizations have invested on the exploration of renewable 

energy in succession from 70s of last century to dig out a resource and environment 

coordinated path which corresponds to the socio-economic progress as well as sustainable 

development. As one kind of renewable resources, wind power plays an importance role for 

its development potential and outstanding advantages. The wind generation has the most 

mature technology, largest development and commercialization prospects which draw 

attentions of various countries and results in the widely utilization and exploration throughout 

the world [56] . 

            Under the support from the governments, the research of wind generation undertakes a 

great progress. Many countries as Sweden, Germany, Denmark and U.S.A has begun the 

projects of large-scale integration of wind generation due to its own advantages of short 
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construction period, flexible installed capability, saving fossil energy, relieving contradictions 

in power supply and adjusting the energy structure as well as non-consume of fuel, on-

pollution influence to the surroundings during operation which has a profound function in 

maintaining ecological balance. 

          The work of connecting large-scale wind generation into the power network will 

generate several problems, such as voltage deviation, voltage fluctuation, flicker and 

harmonics while more studies have to be done before this. The construction of large wind 

farms usually come out with the problem of determination of good positions to inject. Where 

and how much energy should we inject would be a problem for the current electrical 

engineers [57] [58] [59] . 

3.1 Measuring network security 

3.1.1 Aggregate MW Contingency Overload (AMWCO) 

          System security always means the network operates without loss of loads, voltage 

violations, transmission branches flows within the thermal limits as well as enough safe 

margins from the collapse point.  The strategy for designating a traditional power system is 

usually done by strictly following the criteria which are set up by different organizations. 

Usually, the system is designed and planned by taking the N-1 and N-2 contingency analysis 

which is according to the recommendation of the NERC. In order to show the severity of 

contingencies as well as the emergency of multiple violations, an indicator is introduced, that 

is, the aggregate percent contingency overload (APCO) [60] , which can be defined as follow: 

 

          APCO is the total percent overload flow shown on a certain transmission line during a 

series of contingencies. We also have the interest to define another quantity to change the 

overload expression from percentage form into the real value. This is so called Aggregate 

megawatt contingency overload (AMWCO) which is expressed as, 

  

           From the expression, we can see that the AMWCO is actually calculated by using 

MVA rating instead of MW. It is necessary to be in accordance with the definition of 

transmissions loading relief (TLR) which will be explained later. 

           Based on these two quantities, we can easily point out the weak elements
1
. The higher 

the value is, the weaker the transmission element is. While zero means no overload 

contingency happens on this line. In spite that both two quantities are able to rank the 

weakness, we prefer to use AMWCO in most case since it can give the real value information 

[61] . 

                                                           
1
 It means when there is contingency on other transmission line this line will undertake serous overloading. 
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3.1.2 Weighted Transmission Loading Relief (WTLR) 

          To meet the increasing load demand, it is necessary to increase the generation. However, 

the transmission lines would be overloaded without proper regulation. A common way to 

solve this problem is to use DG  which can be seen in Figure 3.1 [62] : 

 

Figure 3.1: Source and Sink 

          The graph indicates that DG can be injected locally to produce counter-flows that help 

reduce contingency overloads. Wind power generation can be used as one kind of DG, 

however, there will be an opposite impact on the transmission line if the power flow direction 

in Fig 3.1 is reversed. Hence, the determination of locations is dominant for wind generation 

planning [63] . 

          When we plan to install a wind project at a certain place, the new generation at that bus 

will certainly influent the flows in the transmission element. The emergence of TLR gives us 

the chance to know the impact of the new injection before contingencies. 

 Post-contingencies TLR 

 

          In the case of contingency analysis, it is necessary to calculate TLR Sensitivity, which 

represents the MW increase in an element per MW transfer Contingency TLR. 

 Contingencies TLR 

 

          Once a wind farm is built up in one location, it will certainly influence some other 

branches concurrently which incur the change in the angle under distinct contingency 
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conditions. Therefore, an equivalent TLR (ETLR) sensitivity is nominated to catch the entire 

variation of flows during contingencies after injection. 

 

 

          Despite that the ETLR remarks the simultaneous effect of Injection, it does not consider 

the severity of the contingency overloads which is the base to mitigate overload at times. This 

is overcome by WTLR which has the general formation as follow: 

 

           :  The overload direction, if the line is overloaded in the forward direction during 

all the contingencies, then the value will be 1 while the value will be minus 1, if it is always 

overloaded in the reverse direction during all contingencies [64] . 

           : The number of contingencies,  

           In general, the ETLR and WTLR sensitivity are two good indicators to help decide the 

good locations to inject. The ETLR signifies the total expected MW contingency overload 

reduction, in all transmission lines and under all contingencies, if 1 MW is injected at that 

prescribed bus. Positive ETLR and WTLR sensitivities point that new injection will tend to 

increase overloads and reduce overall system security and vice verse. While 1MW of new 

injection at the particular bus has a great possibility to reduce 0.5 MW of overload in 

transmission branches during contingencies, if a WTLR value of 0.5 is seen at that bus. Based 

on this, we can continue to determination of good locations. A flow chart can be seen below 

in Figure 3.2, where GIS means Geographic information system [65] [66] . 

 

Figure 3.2:  The process for determination of good locations  

          In engineering, we prefer to use WTLR sensitivity instead of ETLR sensitivity to 

determine the optimal locations to inject. The reason is based on the fact that the contingency 

information of a weak element can be captured.    
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3.2   Simulation part  

          The previous concepts have been demonstrated using Powerworld Simulator and a 

32-bus test system. What more, the ETLR/WTLR methodology is performed in order to 

obtain optimal allocation of wind generation. 

3.2.1   System description 

          For this study, a modified Nordic 32 bus system was utilized. The single line diagram 

of the original Nordic 32 bus system is shown in Figure 3.3. As we can see, it consists of four 

major areas [67] : 

 

Figure 3.3:   Nordic 32-Bus System Single Line Diagram 




































































































